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Privacy in a Pandemic: Critical Legal Developments and Practical Guidance 

Privacy law (and its close cousin, data security law) impacts virtually every 

company in any industry, anywhere in the world, if it gathers, collects, uses 

or analyzes the personal data of employees, customers, consumers or oth-

ers. Because of the pandemic, more companies are relying on a remote 

workforce using personal devices, multiplying the challenges to regulatory 

compliance. This presentation will survey recent legal developments and 

trends impacting Delaware businesses and provide practical guidance on 

what companies should be doing now. 
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